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	Activities performed

	1) Done the standard demo for Desktop with fake exploit
2) Showed infection on Blackberry (Physical installation) and Android (QR code)




	Considerations

	1) There are about 6 personnel in the room with the assistant director of the agency leading the meeting. The Director came in at the beginning and left the room after a while and came back to present us with a small token of appreciation before leaving. He also asked he assistant director about the meeting, which goes to show that the assistant director plays a big part in evaluating the solution.
2) End users are generally technically inclined and asked some valid questions including how evidence is transferred back to the server, what hardware is required for the server etc
3) End users are impressed with the capabilities of the system but they want to start small to get comfortable with the solution before they invest more on the solution. They also enquired about possibility to provide the solution as a service.
4) They get 1.5% from all the taxes collected so they are self-sufficient. They do not mind spending money buy need to see ROI.
5) K advised that the end users have access to their target machine so physical infection is not a problem
6) After we left, K asked for quotation for 30 and 40 agent licenses with just Windows platform




	Next Steps

	1) [bookmark: _GoBack]Quotation to K
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