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	Partner
	-
	
	City
	Kuala Lumpur

	
	
	
	
	

	Customer
	-
	
	Date
	3-4 Dec 2014




	Activities performed

	1. Manning booth
2. Introducing RCS to prospects
3. High level and Technical Presentations and Demo




	Considerations

	In this trade show, we did 3 presentations:
1) Today's Interception in an Encrypted, Social and Clouded World (by Daniel): # of attendees = 61
2) Demystifying SSL/TOR Interception: Attack Case History and State-of-the-art Countermeasures (by Naga, Alor): # of attendees = 31
3) Intruding Personal Devices with Remote Control System: Live Demo of Latest Attack and Data Gathering Techniques (Naga, Alor, Zeno): # of attendees = 42

Interesting end users includes Bhutan Police, users from Philippines and Myanmar. 

On the 2nd Dec (1 day before the trade show) we met with Indonesian prospects and partner. Serge shows the demo console explaining the different features of RCS. There is suspicion that they may already have FinFisher. As such, Serge deliberated on the key differentiators of RCS including Advanced Configuration, Intelligence Module and Translation Module. There is also discussion on infection methods using TNI and NIA.

Macau anti-corruption came to us for an update on RCS. The last time they saw the solution was more than a year ago. They are interested in only mobile and they are glad that we have the Android 0 day exploit.

[bookmark: _GoBack]Malaysia PMO came to us for a private discussion (with Zeno) on the issues they are facing. Conclusion is they probably need another round of training as they are not competent to use deploy RCS on their own.




	Next Steps

	Follow up with emails to prospects and potential partners
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